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Perimeter
214.1   PURPOSE AND SCOPE
The purpose of this policy is to establish this facility’s security perimeters, to ensure that
incarcerated inmates remain inside the perimeter, and that visitor, vendor, volunteer and employee
access is granted only with proper authorization and through designated safety vestibules and
sallyports. The secure perimeter of this facility will provide protection from the escape of persons
being processed, held or housed, and will act as a defense against the entry of unauthorized
persons. It shall also be maintained to prevent contraband from entering the secure areas of the
facility.

214.2   POLICY
All entry points to the secure perimeter of the facility shall be monitored and controlled continuously
by Master Control staff. The entire perimeter shall be inspected, maintained, monitored and
continuously assessed to ensure its physical integrity and prevent unauthorized entry, inmate
escape and contraband from entering the facility.

214.2.1   VISITORS
This facility shall be maintained as a secure area and no person shall enter any portion of the inner
perimeter without specific authorization from the Jail Commander or the authorized designee. All
visitors shall be required to provide satisfactory identification, such as a valid driver license, valid
passport or military identification. Visitors shall be entered into the visitor log and the reason for
the visit should be noted. Visitors must wear a visitor’s badge at all times and shall be escorted
by one or more staff members at all times, while they are in the secure areas of the facility.

214.3   PROCEDURE
The secure perimeter shall be maintained by assigned staff. The Jail Commander or the authorized
designee shall ensure that a staffing plan is in place to monitor the secure perimeter of the facility.
Suspicious activity at or near the perimeter shall be immediately be reported to Master Control.
Master Control staff shall notify the shift commander and initiate an appropriate law enforcement
response.

Individuals suspected to be in violation of any law may be subject to detention or arrest.
Warrant checks should be conducted on all individuals who are on the property without proper
authorization. Individuals found to be loitering on or around the perimeter of the facility will be
stopped and questioned to determine the circumstances of their presence. They may be denied
entrance into the facility.

Master Control staff shall identify all persons seeking to gain access to the secure perimeter of
the facility. Persons delivering goods or services shall identify themselves to Master Control staff
prior to being allowed access to the delivery area.



Milwaukee County Sheriff's Office
Custody Manual

Perimeter

Copyright Lexipol, LLC 2020/07/09, All Rights Reserved.
Published with permission by Milwaukee County Sheriff's
Office

Perimeter - 2

Materials delivered to or transported from the facility's secure perimeter shall be inspected for
contraband or unauthorized persons. Vendors making deliveries into the secure area of the facility
will do so under the supervision of corrections staff.

Keys to the secure perimeter shall be easily identifiable and issued only in emergency situations
or with the authorization of the Jail Commander or Sheriff.

Weapons lockers are provided outside all secure perimeter entrances. All weapons, including
firearms, magazines, OC spray, baton, electronic control device, kinetic energy weapons (e.g.,
beanbag shotgun), and edged weapons must be secured in a locker prior to an individual being
allowed to enter the facility. No weapons may be stored in a vehicle.

Any sallyport, including Court Staging or Jail Records, and the secure garage are to be used for
the transfer of inmates.

Operation of the sallyport doors will be done in such a manner as to effectively control movement
into and out of the secure perimeter of this facility. Only one set of doors should be open at a
time. Master Control staff are responsible for ensuring all perimeter surveillance equipment is in
good working order and shall immediately report malfunctions or failures to the on-duty supervisor.

Outer perimeter security may be accomplished by using fencing or another type of barrier. These
barriers should be designed to route vehicular and pedestrian traffic away from non-public areas.
Outer perimeter lighting should be designed to illuminate all areas of the exterior to allow visual
inspection by video monitor or perimeter patrols.


